
INSIGHTS FROM 
TECHNOLOGY 
SERVICES 

Technology 
HelpDesk 
System 
Technology, in conjunction 
with Instructional Technology 
has re-designed the 
HelpDesk section of the TISD 
website to better provide 
access to Help Documents 
that might answer some of 
your every day technology 
questions.     

The HelpDesk Section of the 
TISD website has been 
divided into the following 
areas:  

1. E-mail Questions 

2. Gradebook & TDAS 

3. Projector Help 

4. SmartBoards & Airliners 

5. Internet Issues 

6. Technology Forms 

Each section has Help 
Documents posted for that 
specific topic. 

Additional sections will be 
added, as new Help 
Documents are posted. 

If you have a topic that you 
would like added, please let 
us know. 

What does �“Go Green�” mean?  It basically means taking steps to help reduce the harm your living 
does to the environment and to help reduce energy costs.   

USA Today reported on March 25, 2009 that US organizations squander roughly 2.8 billion dollars in 
electricity by leaving computers on over night.  The computers being left on over night emit roughly 20 
million tons of carbon dioxide �— roughly the equivalent of 4 million cars �— according to a report 
released in the 2009 PC Energy Report, produced by 1E, an energy-management software company, 
and the non-profit Alliance to Save Energy. 

Follow these simple steps to help Tomball ISD go green. 

1. Shutdown the Computer 
When you leave for the day, turn your computer off.  The TISD Technology Department will send 
out an e-mail when you need to leave your computer on for any updates. 

2. Turn Off the Monitor 
Make sure you turn your monitor off when you leave for the day as well.  When the Technology 
Department sends an e-mail asking you to leave your computer on, please go ahead and turn 
the monitor off.  This will not impact any updates that are being sent to your computer. 

3. Turn Off any Peripherals 
If you have any devices plugged into your computer such as a 
printer, scanner, etc. please turn them off when you leave for the 
day. 

4. Turn Off the Lights 
Every time you leave your classroom or office, please turn off the 
lights. 

5. Save Paper When Printing 
Try previewing what you are about to print before you print.  Print on 
two sides if possible.  

According to the report, simply shutting down computers and monitors at 
night can save a company with 10,000 computers over $260,000 a year 
and 1,871 tons of carbon dioxide emissions.  Tomball ISD has roughly 3,000 computers and 
monitors, so you do the math.  Please help Tomball ISD by following these simple steps every day. 
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TECHNOLOGY SERVICES PRESENTS...

The Technology Insider 
K E E P I N G Y O U I N S I D E T H E T E C H N O L O G Y L O O P

The Easy Button 
Simple Solutions 

Staples Easy Button used with  
Permission from Staples Corporation 

Help TISD go Green�… Simple Steps 

In This Issue 



Joan Deleon 
Joan Deleon is a true native of 

Tomball.  Not only did she 

graduate from Tomball High 

School, so did her father.  Her two 

children graduated from Tomball 

High School and her 

grandchildren are currently 

attending Tomball Schools.  Joan 

has lived here all of her life and is 

a part of the Brautigam Cattle 

Company that is based here in 

Tomball.   

Joan began her career with 

Tomball ISD 28 years ago.  At that 

time, Tomball ISD was composed 

of 3 schools; one High School, 

one Junior High School, and one 

Elementary school. Her title is 

PEIMS Coordinator.  What that 

basically means, is that Joan is 

responsible for reporting the 

attendance for all of the schools, 

the discipline for all of the schools 

as well as the staff 

responsibilities.  Joan has been 

and continues to be a huge asset 

to the District . 

Leigh Ann Holloway 
Leigh Ann Holloway has been with 

the District for two years.  Prior to 

that, she was the Program 

Coordinator for the Magnolia/

Tomball YMCA where she was in 

charge of the After School 

Programs based out of several 

elementary schools here in 

Tomball as well as Magnolia.   

Leigh Ann recently moved to 

Tomball from Magnolia.  She is a 

native Texan and originally hails 

from Pampa, Texas.  She has one 

son attending Tomball High 

School as a freshman and will 

have one entering Lakewood 

Elementary for Kindergarten next 

year. 

Technology Services  
Staff Member Bio... 

The Children�’s Internet Protection Act (CIPA) is a federal law enacted by Congress to address 
concerns about access to offensive content over the Internet on school and library computers. CIPA 
imposes certain types of requirements on any school or library that receives funding for Internet 
access or internal connections from the E-rate program �– a program that makes certain 
communications technology more affordable for eligible schools and libraries. In early 2001, the FCC 
issued rules implementing CIPA.  

Schools and libraries subject to CIPA are required to adopt and implement a policy addressing:  
(a) access by minors to inappropriate matter on the Internet;  
(b) the safety and security of minors when using electronic mail, chat 

rooms, and other forms of direct electronic communications;  
(c) unauthorized access, including so-called �“hacking,�” and other 

unlawful activities by minors online;  
(d) unauthorized disclosure, use, and dissemination of personal 

information regarding minors; and  
(e) restricting minors�’ access to materials harmful to them. 

What is CIPA? 

Fortinet Content Filter FAQs 
Why do some websites get blocked that are legitimate instructional websites? 
Fortinet works hard to categorize the websites correctly; however, with the billions of websites that 
are on the Internet, sometimes websites get categorized incorrectly. The websites are reviewed by 
humans and the categories can be misjudged and placed on the websites incorrectly. If you find this 
to be the case, please submit a �“Blocked Internet Site Request Form�” to Technology.  

Why can�’t certain websites be unblocked for teacher or support computers only? 
At this time in TISD, our system cannot distinguish between a teacher and a student computer. 
Technology is looking into ways we can allow certain websites to be unblocked by the end user, 
without having to go through Technology. As soon as Technology finds a solution to allow end users 
to by-pass the content filter for legitimate purposes, an e-mail notification will be sent.  

How do I get a website unblocked? 
In order to get a website unblocked, TISD has created a �“Blocked Internet Site Request Form�” that 
must be filled out and approved by your Content Specialist and Campus Administrator and then sent 
to Technology. Please allow 48 hours once sent to Technology for website to be opened.  

Where can I find the �“Blocked Internet Site Request Form�”?  
The �“Blocked Internet Site Request Form�” can be located on the Technology HelpDesk section of the 
TISD website under Technology Forms and/or in TDAS in the Document Library under Technology 
Forms.  

Article provided by Federal Communications Commission 
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Technology:  Did You Know?... 
The History of the Internet:  

The earliest ideas of a computer network intended to allow general communication between users of 
various computers were formulated in August 1962.  

The ARPANET (Advanced Research Projects Agency Network) developed by ARPA of the US 
Department of Defense during the Cold War, was the world's first operational packet switching 
network.  The first ARPANET link was established between the University of California, Los Angeles 
and the Stanford Research Institute October 29, 1969. 

In 1979, CompuServe became the first service to offer electronic mail capabilities and technical 
support to personal computer users. 

It is estimated by Internet World Stats that there were over 1.5 billion Internet users world-wide at the 
end of 2008. 

Article from Wikipedia, the free encyclopedia 



Mary Roznos 
Mary Roznos is a native North 

Carolinian.  As a child she moved 

from North Carolina to Florida, 

and then as a teen she finally 

made it to Texas.  She came to 

TISD from Cy-Fair ISD where she 

started her career as a Bus Driver 

and then moved to HelpDesk.   

Mary was hired as a Computer 

Technician here in Tomball ISD in 

2006.  Mary has 3 daughters, 

Melissa, currently in the Masters 

Program at Sam Houston State 

University, Stephanie, a 

sophomore at Texas A&M 

University, and JoAnna, a 

freshman at Texas A&M 

University.  Her son, Phillip, is a 

sophomore at Tomball High 

School where he is a varsity 

mascot and participates in ROTC.  

Mary currently takes care of 

CPES, TAEC and Central Office.  

Lee Dang 

Lee Dang has been a Computer 

Technician with Tomball ISD since 

August of 2005.  Prior to that, Lee 

was a technician with HISD.  

While working as a contractor for 

another employer, Lee was called 

to Tomball ISD to repair some 

printers at Tomball.  Lee liked it so 

much in TISD that he decided to 

join TISD.   

Lee is originally from Saigon, 

Vietnam and moved to Houston in 

1978 where he resides with his 

wife and 3 children.  His son, 

Steven, seventeen years old and 

daughters Vivian and Felcia, 10 

and 12 respectively, currently 

attend HISD.  Lee is currently 

assigned to LES, WCES, NIS and 

BIS. 

Question:  
How do I change my GroupWise 
password? 
  
Answer:  
In GroupWise, click on the Tools 
menu, and select Options. Double 
click on the icon for Security. Make 
sure that the Password tab is 
selected at the top of the new 
window. Enter your old GroupWise 
password in the top box, and then 
enter your new password in each of 
the two boxes below it. Click on OK 
at the bottom of the window, and 
your password will be changed.  

Question:  
How do I change my GroupWise 
password from home. 
 
Answer:  
After you have logged into GroupWise 
WebAccess, click on "Options" button in 
the top center of the GroupWise page. 
This will open a new window. Enter your 
current GroupWise password in the top 
box, and enter your new password in the 
two boxes below. Click on "OK" when you 
are done, and your password will be 
changed.  

Technology Services  
Staff Member Bio... 

Cindy Fowler�’s HelpDesk Tips 

SSID (Webopedia) 
Short for Service Set Identifier.  The SSID differentiates one Wireless 
Network (WLAN) from another. An SSID is also referred to as a network 
name because essentially it is a name that identifies a wireless 
network.  When using the TISD wireless network, you might notice two 
SSIDs; TISD-Staff and TISD-Guest.   

TISD-Staff is the wireless network setup for TISD employees and 
students to use when connecting their district-owned wireless laptops to 
the TISD Network.  No personal devices are allowed to connect to the 
TISD Wireless Network. 

TISD-Guest is the wireless network setup for people who come into TISD and want to use the 
Internet.  In order to grant access for a guest of TISD, a Wireless Guest Account Application must 
be filled out and submitted to Technology 48 hours prior to event, not including weekends.  The 
Wireless Guest Account Application can be found in the Technology HelpDesk section of the TISD 
website under Technology Forms. 

Technology Terminology 
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What is E-mail Etiquette? 

NETIQUETTE  

Microsoft suggest these simple e-mail etiquette rules as a starting 
point to help you stay efficient and professional when writing e-mail. 

1. Keep messages brief and to the point. 
2. Use sentence case, because using all upper case looks as if 

you are yelling and all lower case looks as if you are lazy. 
3. Remember that your tone can't be heard in e-mail. 
4. Don't send chain letters, virus warnings, or junk mail. 
5. Use the subject field to indicate content and purpose.  Don't just 

say, "Hi!" or "FYI," or Leave Blank. 
6. Remember that e-mail isn't private.  E-mail is considered district  

property and can be retrieved, examined, and used in a court of law. 

Please make sure you read Tomball ISD�’s Electronic Communication System Acceptable Use Policy. 

NOTE: 
Do not send campus or district-wide e-mails unless it has been approved by your campus or building 
supervisor and the e-mail must be sent by your campus or building supervisor.  



Software provided by Sophos�’ End User License Agreement  

Technology Services - TISD 
1302 Keefer St. Suite B 
Tomball, Texas 77375 
281.357.3052 ph   
281.357.3287 fax 
www.tomballisd.net 

Director of Technology 
Tom Brawley 

Mgr. Desktop/Network Services 
Thomas Cranshaw 

Mgr. Information Services 
Cam Hendricks 

Network Administrator 
Chris Montgomery 

Network Administrator 
Twila Rank 

Web Application Developer 
Jason Curry 

PEIMS Administrator 
Joan Deleon 

Gradebook Specialist 
Savilla McEntire 

Data Specialist 
Tina Deleon 

MIS Adm. Assistant 
Arlene Knobloch 

Technology Services Secretary 
Leigh Ann Holloway 

HelpDesk Support 
Cindy Fowler 

Computer Technicians 
Mary Roznos 
David Eikenberry 
Chris Thornton 
Lee Dang 
Santiago Paden 

By now, you should be aware of the need to secure traditional, wired 
Internet connections. If you�’re planning to move to a wireless connection 
in your home, take a moment to consider what you�’re doing: You�’re 
connecting a device to your DSL or cable modem that broadcasts your 
Internet connection through the air over a radio signal to your computers. 
If traditional wired connections are prey to security problems, think of the 
security problems that arise when you open your internet connection to 
the airwaves.  

When you use a wireless router or access point to create a home  
network, you trade wired connectivity for connectivity delivered via a radio 
signal. Unless you secure this signal, strangers can piggyback on your 
internet connection or, worse, monitor your online activity or access files 
on your hard drive. By taking the following actions, you can help secure your 
wireless home network against these threats.  

Change the default system ID of your wireless access point or router.  

Change the default password for your system.  

Turn off identifier broadcasting.  

Encrypt wireless communications. (WPA-based encryption offers better protection than WEP-based 
encryption.)  

Use your router�’s built-in firewall to restrict access to your network.  

Keep your wireless system patched and up to date.  

Check the wireless access point or router manual for instructions on how to make any of the changes listed 
above. 

Be Safe and Secure 

Technology 
Services Staff 

Home Wireless Security 

Acrobat Reader Security Alert 

Adobe Reader software is the global standard for electronic document sharing. It is the only PDF file 
viewer that can open and interact with all PDF documents. 

A critical vulnerability has been identified in Adobe Reader 9 and Acrobat 9 and 
earlier versions. This vulnerability can cause the application to crash and could 
potentially allow an attacker to take control of the affected system. 

Adobe released updates to Adobe Reader and Acrobat to resolve the relevant 
security issue. Please install any updates to your home computer as soon as 
possible. 

Adobe categorizes this as a critical issue and recommends that users update their 
virus software and exercise caution when opening files from un-trusted sources. 

Alert provided by Adobe Systems 

Tips provided by US Computer Emergency Readiness Team 

SOPHOS Antivirus software is available free to Tomball ISD employees as part of TISD�’s license 
agreement with Sophos.  Available for Microsoft Windows Computers Only! 

To obtain a copy of the software, please contact the HelpDesk at Technology Services and check out a 
copy of the Installation CD.  When checking out the Installation CD, you must sign an End User 
License Agreement and return the Installation CD the next work day. 

Please read the End User License Agreement carefully and follow the installation instructions found on 
the CD exactly, as support for home computers is not provided by Tomball ISD or Sophos.  The full 
Sophos User Manual is posted on the Technology Services website under Document Resources. 

Free Virus Software for TISD Employees 
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